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“Helping clients achieve success – since 1983”

Network security is important in any business. For a medical practice, HIPAA mandates

an even stronger level of responsibility in protecting patient data. Arming your private

network and PCs with a secure firewall and security software is a critical responsibility.

Arm your practice, protect your data.

Level ìììì SonicWall® Firewall
Programmed to specifically block unwanted traffic while

permitting trusted employees and partners (hospitals,

PBSI, etc.).

Level íííí SonicWall® TotalSecure Software
SonicWall

®
 TotalSecure all-in-one software provides

network protection at the firewall, including gateway anti-

virus, anti-spyware, intrusion prevention and content

filtering. TotalSecure runs on the firewall, stopping

problems before they can infect local PCs.

Level îîîî Desktop Anti-virus Software
Vipre Network Anti-Virus ensures real-time anti-virus

updates on ALL PCs, because Vipre auto-downloads real-

time up-to-date virus definitions, and auto-updates each

desktop PC. Desktop Anti-Virus stops threats that can’t be

blocked at the firewall (email attachments, software

downloads).

Level ïïïï VPN Client Software
Allows trusted remote users to securely connect to your

system. Ensures that all patient data is encrypted if viewed

or transferred outside the office.

Level ðððð User Education
Security is often "broken" from within. To lessen security

breaches, educate your staff.

# Avoid opening email attachments from unknown sources.

# Avoid downloads from unapproved web sites.

# Keep PC anti-virus licenses renewed.

# PBSI can help train your staff.

Fundamentals of Network Security


